Scams
As the novel coronavirus (COVID-19) pandemic continues to impact the United States, scammers have seized the opportunity to prey on consumers. Learn what to watch for and how to protect yourself from becoming a victim.
· Do not respond to calls or texts from unknown numbers, or any others that appear suspicious.
· Never share your personal or financial information via email, text message, or over the phone.
· Be cautious if you’re being pressured to share any information or make a payment immediately.
· Scammers often spoof phone numbers to trick you into answering or responding. Remember that government agencies will never call you to ask for personal information or money.
· Do not click any links in a text message. If a friend sends you a text with a suspicious link that seems out of character, call them to make sure they weren't hacked.
· Always check on a charity before donating. For example, call the charity or visit its actual website.
Visit the FCC's COVID-19 Consumer Warnings and Safety Tips page, which has important information every consumer should know.

